Vulnerability Scans

Once you log into the Navis Portal, select Vulnerability Scans:

My Services

Your subscribed services are listed below. Please click the appropiate icon to access the service.

/

Service Expiration: 12/13/2016
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Vulnerability Scans

On the Targets tab, enter the IP addresses that should be included in the scans:

Schedules Feports Organizations

Add Targets

Please supply one I[P Address, Host Name, or IP

Address Range per line. [P Address Ranges should be
in the format {00 0 K KX -
KAK KKK XXX KX X) where a dash separates the start

and end IP Address.

Name

Add




Once your IP addresses are entered, go to the Schedules tab to create a new scan
schedule:

Targets Reports Organizations

Schedule Scans

Set schedules for scanning your defined IP addresses.

& Refresh |
Schedule « Last Scan Next Scan Status Actions

There are no active schedules.
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Create New Scan Schedule —

Use the Reports tab to view completed scan reports:

Targets Schedules Reports Crganizations

: 12/14/2015 6:02 PM EST (Single)

Schedule: _ Vulnerabilities Detected

Live Targets: 0
Scan Completion Date: 12/14/2015 6:07 Pv | High= 0| Medium: 0 | SEOWS0

(0 Distinct) (0 Distinct) (0 Distinct)
EST
Scan Duration: 00h 05m Disputes: 0
Pass

Reports: Summary | Detail | Attestation | Remediation Tracking (raw data)



